SA WG2 Temporary Document

Page 1

SA WG2 Meeting #140E (e-meeting)
S2-2005464
Aug 19 – Sep 02, 2020, Elbonia
Source:
Samsung
Title:
KI#2, Sol #34 Update for clarifications
Document for:
Approval
Agenda Item:
8.3
Work Item / Release:
FS_enh_EC / Rel-17
Abstract of the contribution: This contribution updates the solution #34: Local DN notification to the UE during ULCL operations for KI#2. 
Introduction 
This contribution provides minor editorial connections of the solution #34 of TR 23.748. 
Proposal

Please adopt the following changes to TR 23.748.
*** First change (clause 6.34) ***
6.34
Solution #34: Local DN notification to the UE during ULCL operations

6.34.1
Description
This solution provides a solution for local DN notification to the UE for KI#2.

This solution assumes that local DN configuration is locally configured in the SMF or local DN configuration is configured in the PCF. The local DN configuration includes the following information:
-
Local DN identifier (e.g. DNAI).
-
Local DN service area: Tracking area list or cell list, LADN DNN, Present Reporting Area.
-
IP address range.
-
Indicator whether Local DNS is deployed in the local DN.

-
Local DNS address, and domain name applied for the local DNS server.
-
Service Provider Identifier (e.g. Edge Computing Service Provider identifier).
-
Indicator to support the application relocation across the local DN(es).
-
Indicator to notify the local DN information to the UE. An example of local DN configuration is described in the figure.
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Figure 6.34.1-1: Example local DN configuration for local PSA relocation

In figure 6.34.1-1, Local DN A is configured as described in the figure. PSA-UPF #1 is a local PSA-UPF to connect the UE to the local DN A. In the local DN A, EAS#1 with 10.10.10.1 and EAS#2 with 10.10.10.2 are instantiated and used. Local DN B is configured as described in the figure. PSA-UPF#2 is a local PSA-UPF to connect the UE to the local DN B. In the local DN B, EAS#1 with 10.10.20.1 and EAS#2 with 10.10.20.2 are instantiated and used.

As shown in Figure 6.34.1-2, the UE connects to the local DN and central DN with one PDU Session using ULCL solution of 5GC. One Layer 4 context (for TCP connection between the UE and the EAS#1 in local DN) has been established and the second Layer 4 context (for TCP connection between the UE and the AS#1 in central DN) has been established. Both TCP connections are bound to the same network interface corresponding to the PDU Session #1.
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Figure 6.34.1-2: An example of local DN binding context

When the SMF performs the local PSA relocation from local DN 1 to local DN2 in a network deployments configured as described in the Figure 6.34.1-1, the UE needs to refresh the connection with EAS#1 (10.10.10.1 in local DN1) so that the UE can connect to the EAS#1 (10.10.20.1 in local DN 2). However, the current ULCL operation (i.e. insertion/relocation/deletion of ULCL and additional PSA-UPF as described in TS 23.501 [2] 5.6.4.2) does not provide any indication to the UE. Therefore, the old connection tears down after experiencing error case.

To solve this scenario, it is proposed that the SMF sends the local DN binding context control information to the UE to control whether the upper layer context information in High Layer OS should be refreshed or not. The information also need to include local DN configuration information so that the UE identify the context related with the local DN. To deliver the local DN configuration and local DN context control information to the UE, the SMF performs the PDU Session Modification Procedure when it updates the ULCL UPF. Local DN notification information required to be transferred to the UE includes the following information:

1)
Local DN identifier (e.g. DNAI).
2)
Local DN event: local DN inserted/relocated/removed.
3)
Local DN configuration: IP address range, local DNS server address, IP 3-tuple (IP address, port and protocol number).
4)
Local DN binding context control: L4 binding context refresh/maintain indicator, DNS cache refresh indicator.
6.34.2
Procedures

6.34.2.1
Overview of local DN notification

The procedure describes when the local DN notification is sent to the UE and how the local DN binding context control information is used by the UE.
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Figure 6.34.2.1-1: Overview of local DN notification

1.
If the UE requests to establish a new PDU Session, the SMF selects the PSA-UPF0, establishes the N4 Session with PSA-UPF0, makes the tunnel between the (R)AN and PSA-UPF0 and sends the PDU Session Establishment Accept to the UE. After successful establishment of the PDU Session, the UE can make network interface corresponding with the PDU Session.

2.
The UE can connect a TCP connection with the server in the central DN. A TCP context is established in the upper layer (e.g. the High Layer OS) in the UE and the TCP context is bound to the network interface associated with the PDU Session established in the step 1. This is illustrated as (A).

3.
The SMF decides to insert ULCL UPF and local PSA-UPF, selects the local PSA-UPF1, and establishes the N4 Session with ULCL UPF and local PSA-UPF1 and sends the uplink classifier information (e.g. IP 3-tuple information including destination IP address, port and protocol number) to the ULCL-UPF. The SMF sends the local DN information to the UE. The local DN information includes an indication of the addition of a local DN, the identifier of the local DN (e.g. DNAI-A), IP address range of the local DN, local DNS address, domain name for the local DN, uplink classifier information (e.g. IP 3-tuple) sent to the ULCL UPF. If the UE receives the local DN information, the UE stores them. The UE uses to control (e.g. refresh or maintain) the local DN binding context when it receives the removal of local DN notification is received.

4.
The UE can perform DNS resolution procedure based on the application's request for EAS#1 FQDN. The UE can query a DNS request to resolve the IP address for EAS#1 to the local DNS server advertised in the step 3 or a DNS server in the central DN.

5.
The UE can connect to the EAS#1 with the IP address discovered via DNS query procedure and establish a TCP context that is illustrated in (B).

6.
If the SMF detects the DNAI change caused by the UE movement or if the SMF receives the AF influenced traffic steering enforcement control information from the PCF, the SMF decides to relocate the local PSA-UPF and performs the local PSA relocation procedure.


During this procedure, the SMF sends the local DN notification to the UE. The local DN notification includes the removal of the local DN with local DN identifier (e.g. DNAI-A), addition of a new local DN with local DN identifier (e.g. DNAI-B) and the configuration of local DN2.


When sending the local DN notification to the UE, the SMF also sends the local DN binding context control information related with the local DN. The local DN binding context control information includes Layer 4 context refresh indicator and DNS cache refresh indicator for the removed local DN (e.g. local DN 1 identified by DNAI-A).


If the UE receives the Local DN binding context control information, the UE forwards the control information to the High Layer OS within the UE to handle the control information properly. For example, if the control information includes Layer 4 context refresh indication, the UE removes the Layer 4 context (e.g. the TCP context) that was established with the local DN1. If the control information includes the DNS refresh indicator, the DNS cache information related with local DN 1 is removed. The removed DNS cache can include the IP addresses belonging to the local DN1 or DNS domain name belonging to the domain name of local DN or information discovered from the local DNS server in the local DN 1.

7.
The application can try to re-establish the TCP connection with the EAS#1 due to the removal of the exiting TCP context. If the discovered DNS cache for EAS#1 is removed, the UE performs another DNS query procedure for EAS#1. The new DNS query resolves the IP address of EAS#1 belonging to the local DN 2.

8.
If the application requests to establish the TCP connection with EAS#1 instance is discovered in local DN2, a new TCP connection is established with the EAS#1 in local DN 2 through PSA-UPF2.

9.
Based on the UE movement or AF request to remove the local PSA-UPF, the SMF decides to remove the local PSA-UPF2. The SMF can send the local DN notification with the local DN binding context control information to the UE based on the PCC rules sent by the PCF or local SMF decision. The local DN information includes the removal of local DN 2 identified by DNAI-B. The local DN binding context control information includes the Layer 4 context refresh indicator and DNS cache refresh indicator. The high layer OS of the UE moves the TCP context and DNS cache information related with the local DN 2.

6.34.2.2
Procedure for local DN notification control by PCF during local PSA insertion/relocation/removal

The local DN configuration as described in clause 6.34.2.1 is configured in the SMF or in the PCF.

The PCF decides to create a PCC rules including the local DN notification control information and sends it to the SMF during the SMPolicyAssociation is established or modified. The local DN notification control information includes the following:

-
Identifier of local DN (e.g. DNAI).
-
Indicator whether to notify the local DN information to the UE.
-
Local DN binding context control information.
-
Local DN configuration: this information can be pre-configured in the SMF or sent by PCF to SMF.

If the SMF receives the PCC rules including local DN notification control information and detects the UE moves into the service area of the local DN identified by DNAI, the SMF decides to perform the ULCL UPF and local UPF insertion procedure based on AF influenced traffic steering enforcement control information and decides to whether to notify the local DN notification to the UE based on the local DN notification control information provided by the PCF. If the local DN notification control information indicates the local DN notification should be delivered the UE, the SMF performs the PDU Session Modification procedure to deliver the Local DN notification information with the Local DN binding context information to the UE.
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Figure 6.34.2.2-1: local UPF insertion/relocation with local DN notification to the UE (PCF controlled)

1.
During the UE requests a PDU Session Establishment, the UE may include the local DN notification support indicator. The SMF receives the local DN notification control information if it is provided by the PCF through SMPolicyAssociation establishment/modification procedure. The SMF selects the PSA-UPF0 and establishes N4 Session with the PSA-UPF0. Based on the capability of the UE, the subscription information retrieved from the UDM and the local DN notification control policy provided by the PCF, the SMF decides to accept the request of PDU Session Establishment and sends the PDU Session Establishment Accept to the UE via AMF. After the SMF receives the RAN tunnel information from the (R)AN via AMF, the SMF modifies N4 session for the PSA-UPF0.

2.
When AMF invokes PDUSession_Update_SMContext API during the Registration procedure, N2/Xn handover procedure, or Service Request procedure, the SMF checks whether the UE is located in the service area of local DN identified by DNAI. Alternatively if the PCF sends AF influenced traffic control enforcement control information in PCC rules including the local DN notification control information with performing the SMPolicyAssociation modification procedure to the SMF, the SMF determines to insert a ULCL UPF and/or local PSA-UPF. The message may include the local DN binding context control information as well.

3.
After the SMF decides to add additional PSA-UPF (including ULCP UPF and local PSA-UPF), the SMF modifies N4 Session with PSA1, establishes a N4 Session with ULCL, modifies N4 Session with PSA0 to update the downlink data traffic, and modifies N4 Session with PSA1. If the SMF receives the local DN notification control information from the PCF in the step 1 or step 2, it initiates the PDU Session Modification Procedure to send the local DN notification the UE. If the PCC rules include the indication of the local DN binding context control information, the SMF decides to include which indicators included in the upper layer network context control information based on the scenarios. For example, if the SMF decides to relocate the local PSA-UPF from the local DN1 to the local DN 2, and the SMF includes the L4 session refresh indicator.

4.
The procedure of triggering condition for local PSA relocation is the same described in the step 2

5.
After the SMF decides to relocate local PSA-UPF (from PSA1 to PSA2), the SMF establishes N4 Session with PSA2 (new), modifies N4 Session with ULCL UPF. If the SMF receives the local DN notification control control information in the PCC rules from the PCF in the step 1,2 or 4, the SMF performs the PDU Session Modification procedure to send the local DN notification to the UE. After performing the PDU Session modification procedure, the SMF releases the N4 Session for PSA-UPF1.

6.34.2.3
Procedure for AF requested local DN notification control during local PSA relocation

This procedure describes the AF requested local DN notification control during PSA relocation.
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Figure 6.34.2.3-1: AF requested local DN info notification control during local PSA relocation

1.
The PDU Session Establishment procedure is performed

2.
The procedure for the addition of additional PSA is performed.

3.
In step 3A, the Source AF or the central AF can subscribe the UP event notification by sending AF request for AF Influence Traffic Steering. If the AF request is requested via NEF, the NEF stores the AF request to the UDR and the UDR notifies the PCF. Alternatively, the AF can request PCF directly. If the PCF receives the AF request, the PCF sends the AF influenced traffic steering enforcement control information in PCC rules to the SMF with SMPolicyAssociation modification procedure. The PCF includes the local DN notification control information in the PCC rules. The PCF may send the indicator whether to allow the AF requested local DN binding context control information.


In step 3B, when AMF invokes PDUSession_Update_SMContext API during the Registration procedure, N2/Xn handover procedure, or Service Request procedure, the SMF checks whether the UE is located in the service area of local DN identified by DNAI.

4.
The SMF decides to add an additional PSA-UPF and a ULCL UPF based on the triggers described in the step 3. If the AF request includes the subscription for the UP event notification, the SMF sends the early notification to the source AF in the step X-1. The AF responds the SMF with sending the AppRelocationInfo with positive response in the step X-2.


The AppRelocationInfo message may include the AF requested upper layer control information with the indicator for request of refreshing the L4 context or refreshing the local DNS cache. The AF includes the refreshing L4 context if the layer 4 connection to the EAS has to be re-established after the application relocation procedure. The AF includes the refreshing the local DNS cache if local DNS is deployed in the local DN. The SMF establishes the N4 Session with local PSA-UPF1.

5.
If the SMF decides to relocate the local PSA, the SMF modifies N4 Session with ULCL UPF. If local DN binding context control information is included and the PCC rules received in the step 3 allows the AF requested local DN control is allowed, the SMF decides the contents of local DN notification including the local DN binding context control information based on the information received from the PCF and AF request from the AF. After performing the PDU Session modification procedure, the SMF releases the N4 Session for PSA-UPF1.

6.34.3
Impacts on services, entities and interfaces

The following 5GC Control Functions are impacted:

-
SMF: The SMF supports to send the local DN notification information to the UE using PDU Session Modification during the local PSA insertion/relocation/delete procedure.

-
PCF: The PCF should support PCC rule for local DN notification control information

-
UE: The UE supports to handle the local DN notification control (such as refresh/maintain DNS cache information related with the local DN or remove/maintain Layer 4 context related with local DN) if it received by the SMF.
** End of Change **
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